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Sicherheitspolitik 

Die Firma heinrichs drehteile GmbH & Co. KG sieht die Informationssicherheit als wichtigen 

Baustein einer langfristig erfolgreichen Organisation und stuft diese als permanentes 

Unternehmensziel ein. Daraus ergibt sich die Notwendigkeit eines stetigen 

Sicherheitsbewusstsein bei allen Tätigkeiten. Jeder Mitarbeiter sowie die externen Partner (zum 

Beispiel IT-Dienstleister) wirken mit, das Sicherheitsniveau und die damit verbundenen 

Methoden und Prozesse dauerhaft zu verbessern sowie die Geschäftstüchtigkeit im Notfall zu 

gewährleisten. 

Ziel ist es, mit einem an die Erfordernisse angepassten Informationssicherheitssystem ein 

vertrauens-würdiges Sicherheitsniveau dauerhaft aufrecht zu erhalten. 

Zur Erreichung des Ziels ein vertrauenswürdiges Sicherheitsniveau dauerhaft aufrecht zu 

erhalten, betreibt die Firma heinrichs drehteile GmbH & Co. KG ein an die Erfordernisse 

angepasstes Informationssicherheits-Managementsystem (ISMS) und bestellt einen 

Informationssicherheitsbeauftragten (ISB). Für die Pflege und Weiterentwicklung des ISMS 

sowie den dazugehörigen Richtlinien und Dokumente ist der ISB zuständig. 

Wir verpflichten uns daher geeignete Maßnahmen zu treffen, welche die Funktionsfähigkeit der 

Geschäftsprozesse der Firma heinrichs drehteile GmbH & Co. KG gewährleisten und die 

Verfügbarkeit, Vertraulichkeit und Integrität der Daten der Firma heinrichs drehteile GmbH & Co. 

KG und Ihrer Kunden sicherstellen. Bedrohungen, wie höhere Gewalt, technisches Versagen, 

Nachlässigkeit oder Fahrlässigkeit sowie technische Schwachstellen, welche das Eintreffen 

dieser Bedrohungen begünstigen, sollen identifiziert und behandelt werden, um 

Schadensereignisse abzuwehren und Schäden zu vermeiden oder die Folgen unvermeidlicher 

Schadensereignisse zu mildern. 

Unsere Sicherheitsziele sind: 

1. Zuverlässige Unterstützung der Geschäftsprozesse durch die IT und Sicherstellung 
der Kontinuität der Arbeitsabläufe innerhalb der Organisation 

2. Erhaltung der in Technik, Informationen, Arbeitsprozesse und Wissen investierten 
Werte 

3. Sicherung der hohen Werte der verarbeiteten Informationen 

4. Gewährleistung der aus gesetzlichen Vorgaben resultierenden Anforderungen 

5. Gewährleistung des informationellen Selbstbestimmungsrechts des Betroffenen bei 
der Verarbeitung personenbezogener Daten 

6. Reduzierung der im Schadensfall entstehenden Kosten 

7. Wahrung besonderer Geschäftsgeheimnisse 
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